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An executive summary report showing computer vulnerability level, agent status and audit status,

vulnerability trends over time, computer details and summary.
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Computer Security Overview

Computer Details

Uses a relay agent No

Is relay NoWindows 8Operating System

English (United Kingdom)

No

Workstation

p6-2029uk

00-50-56-C0-00-08 (VMware, Inc.)

192.168.194.1

HP Language

Virtual Machine

Network Role

Hardware

MAC Address

IP address

Computer Name

p6-2029uk

Hewlett-Packard

29/11/2012 16:33:39OS Install Date

Model

Manufacturer

Top 5 Issues to Address

AutoShareWKS

AutoShareServer

OVAL:12566: Microsoft Windows Human Interface Device (HID) driver is
prone to security bypass vulnerability.

AutoRun is enabled

Security Update for Windows 8, 8.1 and Windows Server 2012, 2012 R2
(KB2917500)

Vulnerability Level

Agent Status

Not Installed

Security Sensors

Credentials SetupService Packs and Update Rollups

Malware Protection Issues

Vulnerabilities

Firewall Issues

Unauthorized Applications

Audit StatusSoftware Updates

Agent Health Issues

Scan Activity

Remediation Activity

No records matching the current criteria were found!
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Computer Security Overview

Vulnerability Trend Over Time

No records matching the current criteria were found!

Results Statistics

71Installed Security Updates

7Logged on Users

180Services

16 (0 blacklisted)USB devices

15Open Ports

5Potential Vulnerabilities

1Major Version Upgrades

1 (1 Critical/High)Missing Security Updates

87Installed Non-Security
Updates

6Installed Service Packs

95Processes

20 (0 blacklisted)Network Devices

4Shares

100 (0 unauthorized)Installed Applications

7 (1 Critical/High)Other Vulnerabilities

7Missing Non-Security
Updates
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